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RESOLUCION DEL PRESIDENTE DEL CONSEJO DE TRANSPARENCIA Y PROTECCION DE
DATOS POR LA QUE SE RESUELVE LA RECLAMACION FORMULADA POR

ANTECEDENTES

PRIMERO. El dia 24 de mayo de 2025 tiene entrada en el Registro Electrénico de la Comunidad de
Madrid, una reclamacién formulada por W de acuerdo con lo
dispuesto en el articulo 47 de la Ley 10/2019, de e abril, de Transparencia y de Participacion de
la Comunidad de Madrid (en adelante, LTPCM).

El reclamante manifiesta no estar conforme con la respuesta del Ayuntamiento de Alcala de Henares,
a su solicitud de acceso a la informacion publica presentada el dia 26 de marzo de 2025. En ella, se
solicitaba lo siguiente:

«Numero total de agentes de la Policia Local en activo identificados mediante nimero de
agente y categoria respectiva».

SEGUNDO. El dia 10 de junio de 2025 se envid al reclamante la comunicacion de inicio del
procedimiento, segun lo dispuesto en el articulo 21.4 de la Ley 39/2015, de 1 de octubre, del
Procedimiento Administrativo Comun de las Administraciones Publicas (en adelante, LPAC).

Ese mismo dia se trasladé la documentacion al Ayuntamiento de Alcala de Henares, para que remitiera
un informe en relacion con el asunto objeto de la reclamacion y formulara las alegaciones que
considerase oportunas de conformidad con lo dispuesto en los articulos 79 y 82 LPAC.

TERCERO. En uso del tramite de audiencia conferido, el Ayuntamiento de Alcala de Henares, envié a
este Consejo con fecha de 2 de julio de 2025 un escrito firmado por el Servicio de Transparencia y
Gobierno Abierto. En él, el 6rgano reclamado sefald, en sintesis, lo siguiente:

En el andlisis se parte del articulo 15 de la Ley 19/2013, de transparencia, acceso a la
informacion publica y buen gobierno, que regula el conflicto entre el derecho de acceso a la
informacion publica y la proteccion de datos personales.

En el caso objeto de analisis, aunque inicialmente pudiera parecer que la solicitud del
interesado se refiere solo a datos identificativos (numero de agentes por categorias), el
Ayuntamiento de Alcala de Henares, entiende que la entrega de numeros de identificacion
profesional permitiria identificar de forma directa a agentes concretos. Tal identificacion
convierte esos numeros en datos personales identificables susceptibles de proteccion
especifica bajo el Reglamento (UE) 2016/679 (RGPD) y la Ley Organica 3/2018, de Proteccion
de Datos Personales y Garantia de los Derechos Digitales (LOPDGDD), que exigen aplicar
principios como minimizacién, proporcionalidad e integridad/confidencialidad en los
tratamientos de datos personales.
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Ademas, el Ayuntamiento, para justificar la limitacion al acceso, realiza la ponderacion entre
el interés publico en divulgar la informacion y el derecho fundamental a la proteccion de datos
de los agentes afectados. Segun esta valoracion, la cesion masiva y sin disociar de numeros
de identificacion profesional, asociados a nombres y apellidos concretos, seria
desproporcionada y contraria a los principios de proteccion de datos, porque no resulta
estrictamente necesaria para ejercer las funciones sindicales invocadas. Este criterio se alinea
con la interpretacion de la Agencia Espafiola de Proteccion de Datos (AEPD), que ha sefialado
en consultas que la funcion de vigilancia y control puede ejercerse proporcionando informacion
disociada que no permita identificar a sujetos concretos.

Finalmente, el informe subraya que si la informacion solicitada incluye datos personales cuyos
efectos no pueden eliminarse mediante la disociacién, el érgano debera justificar de manera
concreta la finalidad perseguida y demostrar que los datos requeridos son adecuados,
necesarios y no excesivos para esa finalidad. En ausencia de tal justificacion, y dado que los
nuameros de identificacion de agentes estan vinculados directamente a sus identidades, el
Ayuntamiento considera que la cesion generalizada de dichos datos no puede autorizarse,
conforme a los limites y principios de proteccion de datos establecidos en la normativa vigente.

CUARTO. Mediante notificacion de la Jefa de Servicio de Gestién de Reclamaciones de este Consejo,
de fecha 14 de julio de 2025, se dio traslado de las alegaciones al reclamante y se le confiri6 el tramite
de audiencia previsto en el articulo 82 LPAC con un plazo maximo de diez dias para que presentara
alegaciones.

El articulo 41.3 LPAC sefala que «[e]n los procedimientos iniciados a solicitud del interesado, la
notificacion se practicara por el medio sefialado al efecto por aquel».

Por su parte, el articulo 43.2 LPAC establece que «[lJas notificaciones por medios electrénicos se
entenderan practicadas en el momento en que se produzca el acceso a su contenido. Cuando la
notificacién por medios electronicos sea de caracter obligatorio, o haya sido expresamente elegida por
el interesado, se entendera rechazada cuando hayan transcurrido diez dias naturales desde la puesta
a disposicion de la notificaciéon sin que acceda a su contenido». Y el articulo 43.3 LPAC afiade que
«[s]e entendera cumplida la obligacién a la que se refiere el articulo 40.4 con la puesta a disposicion
de la notificacién en la sede electronica de la Administracion u Organismo actuante o en la direccion
electrénica habilitada unica».

Ademas, el articulo 41.5 LPAC establece que «[c]uando el interesado o su representante rechace la
notificacion de una actuacion administrativa, se hara constar en el expediente, especificandose las
circunstancias del intento de notificacién y el medio, dando por efectuado el tramite y siguiéndose el
procedimiento».

Estas previsiones se desarrollan en el Real Decreto 203/2021, de 30 de marzo, por el que se aprueba
el Reglamento de actuacion y funcionamiento del sector publico por medios electronicos.

La Sentencia del TS de 10 de noviembre de 2021 ratificé la mencionada prevision normativa sefialando
que «de conformidad con los articulos 40.4 y 43.3 de la Ley 39/2015 y 45.3 del RD 203/2021, en las
notificaciones practicadas a través de medios electrénicos, la obligacion de la Administracion de
notificar dentro del plazo maximo de duracién del procedimiento se entendera cumplida con la puesta
a disposicion de la notificacion en la sede electrénica de la Administracion u Organismo actuante o en
la direccion electronica habilitada unicay.

En el presente caso, el interesado eligid expresamente la notificacion mediante medios electronicos. Si
bien, el primer intento de notificacion del tramite de audiencia fue rechazado automaticamente por la
finalizacion del plazo con fecha de 25 de julio de 2025. Se realiz6é un segundo intento de notificacion
con fecha de 14 de agosto de 2025, la cual fue rechazada automaticamente por la finalizacion del plazo
con fecha de 25 de agosto de 2025.De esta manera, no se envian alegaciones en el uso del tramite de
audiencia conferido.
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FUNDAMENTOS JURIDICOS

PRIMERO. De conformidad con lo establecido en el articulo 77.1 a) de la Ley 10/2019, de 10 de abril,
de Transparencia y de Participacion de la Comunidad de Madrid (LTPCM), el Consejo de Transparencia
y Proteccion de Datos tiene atribuida la resolucion de las reclamaciones que se interpongan contra los
actos expresos o presuntos resolutorios de las solicitudes de acceso a la informacion de los sujetos
relacionados en el ambito de aplicacion de esta Ley. Segun dispone el articulo 4.2. d) del Decreto
90/2025, de 19 de noviembre, del Consejo de Gobierno, por el que se aprueba el Reglamento de
organizacion y funcionamiento de este Consejo, corresponde a su Presidente resolver las
reclamaciones que se presenten en aplicacion del citado articulo 77.1 a).

SEGUNDO. La reclamacion ha sido formulada dentro del plazo establecido en el articulo 48 LTPCM,
segun el cual «se interpondra por escrito en el plazo de un mes a contar desde el dia siguiente al de la
notificacion del acto impugnado o desde el dia siguiente a aquel en que se produzcan los efectos del
silencio administrativo».

TERCERO. Segun el articulo 5.b) LTPCM, se entiende por informacion publica «los contenidos o
documentos, que obren en poder de alguno de los sujetos incluidos en el ambito de aplicacion de esta
Ley y que hayan sido elaborados, adquiridos o conservados en el ejercicio de sus funciones».

De este modo, la LTPCM delimita el ambito material del derecho a partir de un concepto amplio de
informacion, que abarca tanto documentos como contenidos especificos y se extiende a todo tipo de
«formato o soporte». Al mismo tiempo, acota su alcance, exigiendo la concurrencia de dos requisitos
que determinan la naturaleza «publica» de las informaciones: (a) que se encuentren «en poder» de
alguno de los sujetos obligados, y (b) que hayan sido elaboradas u obtenidas «en el ejercicio de sus
funciones».

Como sefiala la resolucion del Consejo de Transparencia y Buen Gobierno (en adelante, CTBG) RA
CTBG 0065/2025, de 14 de febrero de 2025, «es preciso tener en cuenta que el derecho de acceso a
la informacién publica se trata de un derecho que goza de un amplio reconocimiento en nuestro
ordenamiento y que, consiguientemente, cualquier restriccion de su eficacia debe partir de una
interpretacion estricta de los limites y justificar de manera expresa y proporcionada su aplicacion. Asi
lo viene exigiendo el Tribunal Supremo de manera constante, como ha recordado en su sentencia de
11 de junio de 2020 (ECLI: ES:TS:2020:1558)».

CUARTO. En el presente caso, el reclamante solicita el numero total de agentes de la Policia Local
del Ayuntamiento de Alcala de Henares en activo identificados mediante nimero de agente y categoria
respectiva.

Este Consejo no puede ignorar que la informacion solicitada contiene datos de caracter personal, ya
que el reclamante aspira a que le sean facilitadas niumero de agente con la categoria respectiva. En
este sentido, es necesario estar a lo dispuesto en el Reglamento (UE) 2016/679 del Parlamento
Europeo y del Consejo de 27 de abril de 2016 relativo a la proteccion de las personas fisicas en lo que
respecta al tratamiento de datos personales y a la libre circulacién de estos datos y por el que se deroga
la Directiva 95/46/CE (en adelante, RGPD) y a la Ley Organica 3/2018, de 5 de diciembre, de Proteccién
de Datos Personales y garantia de los derechos digitales (en adelante, LOPDGDD).

En el articulo 15.1 parrafo primero de la Ley 19/2013, de 9 de diciembre, de transparencia, acceso a la
informacion publica y buen gobierno ( en adelante, LTAIPBG) se proporciona un nivel maximo de tutela
a las categorias especiales de datos (ideologia, afiliacion sindical, religion y creencias), cuya
divulgacion solo es posible si «se contase con el consentimiento expreso y por escrito del afectado, a
menos que el afectado hubiese hecho manifiestamente publicos los datos con anterioridad a que se
solicitase el acceso». En el articulo 15.1 parrafo segundo LTAIPBG se mencionan los datos
especialmente protegidos (origen racial, salud, vida sexual, genética, biometria o aquellos relativos a
la comisioén de infracciones penales o administrativas que no conllevasen la amonestacion publica al
infractor), circunstancias en las que el acceso solo puede autorizarse en el caso de que «se cuente con
el consentimiento expreso del afectado o si aquél estuviera amparado por una norma de rango de ley».
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Si atendemos a los datos personales que pudieran verse expuestos como consecuencia del ejercicio
del derecho de acceso a la informacién por parte de la reclamante, no pareceria de aplicacion este
apartado.

Por su parte, el articulo 15.2 LTAIPBG menciona todos aquellos datos personales meramente
identificativos relacionados con la organizacién, funcionamiento o actividad publica del 6rgano
interpelado. En este caso, existe una regla general de accesibilidad, siempre y cuando en casos
concretos no prevalezca la proteccion de datos personales u otros derechos constitucionales sobre el
interés publico.

Para finalizar con el articulo 15 LTAIPBG, y respecto del resto de datos personales, su apartado 3 prevée
una regla general de ponderacion de los intereses en la que se deben aplicar estos cuatro criterios:

«a) El menor perjuicio a los afectados, derivado del transcurso de los plazos establecidos en
el articulo 57 de la Ley 16/1985, de 25 de junio, del Patrimonio Histérico Espafiol.

b) La justificacion por los solicitantes de su peticion en el ejercicio de un derecho o el hecho
de que tengan la condicion de investigadores y motiven el acceso en fines histdricos,
cientificos o estadisticos.

¢) El menor perjuicio de los derechos de los afectados en caso de que los documentos
Unicamente contuviesen datos de caracter meramente identificativo de aquéllos.

d) La mayor garantia de los derechos de los afectados en caso de que los datos contenidos
en el documento puedan afectar a su intimidad o a su seguridad, o se refieran a menores de
edad.»

En relacion con esta cuestion, es necesario hacer referencia al Criterio Interpretativo 001/2015, de 24
de junio, dictado conjuntamente por la Agencia Espafiola de Proteccion de Datos (en adelante, AEPD)
y el Consejo de Transparencia y Buen Gobierno (en adelante, CTBG). En este Criterio se indica lo
siguiente:

«En principio y con caracter general, la informacion referida a la RPT, catalogo o plantilla
organica, con o sin identificacién de los empleados o funcionarios ocupantes de los puestos,
se consideran datos meramente identificativos relacionados con la organizacion,
funcionamiento o actividad publica del 6rgano de modo que, conforme al articulo 15, nimero2
de la LTAIBG, y salvo que en el caso concreto prevalezca la proteccion de datos personales
u otros derechos constitucionalmente protegidos sobre el interés publico en la divulgacion, se
concedera el acceso a la informacion»

Este caracter publico de los datos identificativos de los empleados publicos ha sido reconocido no solo
por el CTBG (por ejemplo, en la Consulta de 27 de octubre de 2015 planteada por el Consejo de
Transparencia de la Regiéon de Murcia), sino también por la jurisprudencia. Asi, la Sentencia de la
Audiencia Nacional 956/2021, de 18 de marzo, establecid lo siguiente en relacion con los datos
identificativos de los empleados publicos:

«La identificacion de quienes ostentan un empleo publico es la regla general. Los
nombramientos de practicamente todos los funcionarios publicos son publicados en los diarios
oficiales y de general conocimiento. Solo cuando una ley expresamente autoriza la
confidencialidad de la identidad del empleado publico puede mantenerse ésta reservada, asi
como cuando pueda comprometer otros derechos constitucionales prevalentes.

El articulo 15.2 de la Ley de Transparencia, corroborando las anteriores afirmaciones, "con
caracter general, y salvo que en el caso concreto prevalezca la proteccion de datos personales
u otros derechos constitucionalmente protegidos sobre el interés publico en la divulgacion que
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lo impida, se concedera el acceso a informacién que contenga datos meramente identificativos
relacionados con la organizacion, funcionamiento o actividad publica del 6rgano”.

Puede mantenerse la confidencialidad sobre datos personales, especialmente aquellos que
faciliten la localizacion de las personas o de su centro de trabajo, cuando pueda
comprometerse la integridad fisica de los empleados publicos, por ejemplo, en los casos de
empleadas que tengan proteccion por razones de violencia de género. Pero fuera de estos
casos, no puede hablarse de que la identidad del empleado sea un dato personal que pueda
el afectado oponerse a que se divulgue»

Conforme al ya citado Criterio Interpretativo 001/2015 conjunto de la AEPD y el CTBG (en adelante,
Cl1/001/2015), este Consejo ha constatado que, en funcién de la categoria que tenga cada empleado
publico que forme parte del personal de la entidad local, la proteccién de datos personales se aplica
segun distintos parametros y niveles.

QUINTO. EIl Consejo de Transparencia y Proteccion de Datos comparte el criterio manifestado por el
Ayuntamiento de Alcala de Henares en cuanto a que uno de los limites esenciales que opera frente al
ejercicio del derecho de acceso a la informacion publica se encuentra en la proteccion de datos
personales de los agentes de la Policia Local. La Ley 19/2013, de 9 de diciembre, de transparencia,
acceso a la informaciéon publica y buen gobierno dedica su articulo 15 a este especifico limite,
estableciendo un régimen diferenciado para la informacion que contenga datos personales. Conforme
a dicho articulo, el acceso a informacién que incluya datos de caracter personal debera someterse a
una ponderacion entre el interés publico en la divulgacion y otros derechos constitucionalmente
protegidos, como el derecho fundamental a la proteccién de datos personales.

En concordancia con el articulo 15.3 LTPCM, se exige que la autoridad evaluadora realice una
valoracién motivada que tenga en cuenta el interés publico frente a los derechos de los afectados, en
particular su derecho fundamental a la proteccion de datos. El propio articulo 15.4 LTPCM sefala que
la limitacion no sera aplicable si el acceso puede concederse previa disociacion de los datos personales
de modo que se impida la identificacion de las personas afectadas.

El Ayuntamiento, en su informe, analiza si la informacion solicitada debe considerarse meramente
identificativa o si la comunicacion de los datos solicitados trasciende de las meras estructuras
numeéricas relacionadas con la actividad publica para convertirse en informacion susceptible de
identificacion personal. A juicio del Consejo, la presentacion de identificadores individuales como el
nuamero de agente, que es exclusivo de cada funcionario, permitiria la identificacion directa de los
agentes y la vinculacion posterior con otros datos personales, incluyendo situacion laboral o estado de
salud, lo que convierte esa informacién en datos personales que requieren especial proteccion
conforme a la normativa de proteccion de datos.

Por tanto, aunque la normativa de transparencia permite, como regla general, facilitar datos meramente
identificativos de la organizaciéon o actividad publica, ese acceso queda limitado cuando ello pueda
incidir de manera significativa en los derechos fundamentales de los afectados, lo que obliga a realizar
una ponderacion suficientemente razonada del interés publico y de los derechos de los funcionarios,
en este caso.

Este Consejo comparte la valoracién realizada por el Ayuntamiento en relacién con el nimero de
identificacion profesional del agente, considerando que es un dato de caracter personal susceptible de
identificar directa o indirectamente a una persona fisica, conforme al concepto de «dato personal»
recogido en el Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo (RGPD) y en la Ley
Organica 3/2018, de Proteccion de Datos Personales y Garantia de los Derechos Digitales
(LOPDGDD). Este marco normativo define el dato personal como cualquier informacion que identifique
o haga identificable a una persona fisica, incluyendo numeros de identificacion profesional. El
tratamiento o cesion masiva de tales datos sin una justificacion concreta de necesidad y
proporcionalidad vulnera los principios de minimizacién y proporcionalidad del propio RGPD.
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Asimismo, el Consejo de Transparencia y Proteccién de Datos comparte la valoracion realizada por el
Ayuntamiento de Alcala de Henares respecto a la aplicacion de los principios rectores del Reglamento
(UE) 2016/679 (RGPD) al tratamiento y posible cesion de datos personales de los agentes de la Policia
Local. El articulo 5.1 del RGPD establece una serie de principios que todo procedimiento de tratamiento
de datos personales debe respetar, entre los cuales figuran de manera destacada el de minimizacion
de datos y el de integridad y confidencialidad.

Segun el principio de minimizacion de datos, los datos personales deben ser adecuados, pertinentes y
limitados a lo necesario en relacion con los fines para los que son tratados, lo que implica que no puede
procederse a la entrega de datos personales cuando estos excedan lo estrictamente indispensable para
la finalidad perseguida.

En este contexto, la solicitud de identificacion individualizada de un conjunto masivo de agentes —en
concreto, 262 policias—, sin concretar finalidad especifica ni acreditar que dicha identificacion sea
necesaria para el ejercicio efectivo de las funciones sindicales alegadas, excede la medida de lo
necesario, resultando contrario al principio de minimizacién que el propio RGPD impone.

Del mismo modo, el principio de integridad y confidencialidad exige que los datos personales sean
tratados de forma que se garantice una seguridad adecuada, incluida la proteccion contra el acceso no
autorizado o ilicito y contra la pérdida, destruccién o dafio accidental, mediante medidas técnicas u
organizativas apropiadas.

La cesion indiscriminada de identificadores personales de agentes policiales sin justificacion concreta
y sin adoptar medidas que impidan su uso indebido compromete el resguardo de los datos y la
proteccion de los derechos de los interesados.

Por tanto, y atendiendo a esos principios vinculantes del RGPD, este Consejo considera que la entrega
de identificadores individuales sin una ponderacion razonada y una acreditacion clara de necesidad no
solo violenta el principio de minimizacién, sino que ademas compromete la integridad y confidencialidad
de los datos personales de los agentes, resultando desproporcionado frente a los fines legitimos
alegados.

La tesis del Ayuntamiento, compartida por este Consejo, subraya que solo podria considerarse legitima
la cesidon de datos personales si se acreditase una finalidad especifica, concreta y proporcionada que
requiriese, necesariamente, la identificacion de cada agente individual. Una peticién genérica
sustentada exclusivamente en las funciones de vigilancia y control sindical no justifica, por si sola, una
cesion masiva de identificadores personales, cuando esa finalidad puede cumplirse mediante la entrega
de informacion disociada que preserve los derechos fundamentales de los agentes. Esta interpretacion
se encuentra en consonancia con los criterios de proporcionalidad y ponderacion que la normativa de
transparencia impone de forma expresa y con la orientacion de la Agencia Espafiola de Proteccién de
Datos sobre la materia.

El articulo 15.4 LTAIPBG ofrece una via para facilitar informacién sin vulnerar derechos de proteccion
de datos al permitir que el acceso se efectue “previa disociacion de los datos de caracter personal de
modo que se impida la identificacion de las personas afectadas”. El Consejo coincide con el
razonamiento municipal de que la entrega de informacién sobre nimeros de agente sin disociacién no
satisface ese requisito. La entrega de datos bajo criterios agregados (por categorias profesionales,
rangos o niveles) podria ser suficiente para el ejercicio de las funciones de control sindical sin identificar
a cada persona, respetando asi los principios actuales de proteccion de datos personales.

En definitiva, el Consejo de Transparencia y Proteccion de Datos comparte la tesis del Ayuntamiento
de Alcala de Henares en cuanto a que la cesion indiscriminada de numeros identificativos de agentes
policiales sin una justificacion especifica y adecuada estd sometida a los limites del articulo 15
LTAIPBG y a los principios del RGPD y LOPDGDD, y que dicha cesién, sin una finalidad concreta,
constituye un tratamiento masivo de datos personales desproporcionado frente a los derechos de los
afectados. La normativa aplicable exige una ponderacién suficiente y una motivaciéon expresa para
justificar la entrega de informacién que contenga datos personales, y por ello la alternativa de entregar
informacion disociada o estadistica aparece como la forma compatible de satisfacer la finalidad de
vigilancia sindical sin vulnerar derechos fundamentales.
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En conclusién, este Consejo considera que no puede concederse el acceso a la informacion solicitada
ya que es de aplicacion el limite previsto en el articulo 15.3 LTAIPBG.

En virtud de los antecedentes y fundamentos juridicos anteriores y de acuerdo con lo establecido en
las normas citadas

RESUELVO

DESESTIMAR la reclamacion formulada por ||| G

Segun establece el articulo 47.1 LTPCM, la reclamacion prevista en este articulo tiene la consideracion
de sustitutiva de los recursos administrativos segun lo dispuesto en el articulo 112.2 LPAC.

Contra la presente resolucion, que pone fin a la via administrativa (articulo 114 1.b LPAC), podra
interponerse recurso contencioso administrativo ante la Sala de lo Contencioso Administrativo del
Tribunal Superior de Justicia de Madrid, en el plazo de dos meses contados a partir del dia siguiente a
la fecha en que reciba la notificacion de esta resolucién, de conformidad con lo dispuesto en los articulos
10.1.a) y 46 de la Ley 29/1998, de 13 de Julio, Reguladora de la Jurisdiccion Contencioso-administrativa
(LRJCA). Todo ello, sin perjuicio de interponer cualquier otro recurso que estime pertinente, segun
dispone el articulo 40.2 LPAC.
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