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12 de Octubre. Madrid

Congreso de ciberseuridad
en el sector salud 5.0

* La solicitud de asistencia presencial es para miembros de las Fuerzas y Cuerpos de Seguridad, Administracién Publica y responsables de seguridad
e IT (CISO, CSO, RSE, RSI, CIO, DPO). Estas inscripciones estan sujetas a un proceso de aprobaciéon dado que el aforo sera limitado y restringido.
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Bienvenida: Carmen Martinez de Pancorbo Gonzalez, directora gerente en Hospital Universitario 12 de Octubre de Madrid

09:00-09:15 Inauguracion
WRERY [VKI[0l La alta direccién sanitaria ante el gran desafio
® La proteccion es necesaria. El servicio, imprescindible

10:00-10:30 Pablo Teijeira, Business & Marketing Advisor de BeDisruptive
Carlos Tortosa, director de grandes cuentas de ESET Espaia

El sector sanitario en la diana: una nueva gobernanza frente al aumento de ataques

= [vadn Sanchez, Global CISO de Bupa

= Francisco Javier Ripoll Esteve, coordinador del Area de Informética del Instituto de Investigacién Sanitaria de La Fe

= Mabel Gonzalez Centenera, jefa de Servicio de Seguridad de los Sistemas de Informacion del Servicio Madrilefio de
Salud

= Manuel Jimber, responsable de Seguridad de la Informacién del Servicio Andaluz de Salud

= | aura Prats Abadia, cyber risk manager de Relyens

= Javier Martinez Gilabert, director general de Informatica y Transformacion Digital de Region de Murcia

® Medigate

12:00-12:30 DESAYUNO  Patrocinado por ) sommetve
Riesgos y oportunidades del Internet de las Cosas en el entorno sanitario

12:30-13:00
= Antonio Cerezo, Head of Cybersecurity de Sanitas Europe & Latam

13:00-13:45 Bs Juan Luis Cruz, CIO del Hospital Universitario 12 de Octubre de Madrid
y : = Alberto Estirado, C/O de HM Hospitales
= Tomas Gémez, jefe del Area de Seguridad del Gobierno de La Rioja
= Carmen Serrano Durba, subdirectora general de Ciberseguridad en Generalitat Valenciana

® Procesia
# Commvault

Nuevo Hospital 12 de Octubre: hacia la seguridad integral
L M08 Ignacio Parios, director de Seguridad. Subdireccion de Gestion. Servicios Generales del Hospital Universitario 12 de
Octubre de Madrid

= Milestone Systems
g S0 [0 B -S|l ® Ataques a infraestructuras sanitarias: un mal crénico que provoca muchas urgencias
Ignacio Rojo, Security Bussiness Unit Managing Director en DORLET

m COMIDA Patrocinado por i' BeDisruptive

El recurso mas valioso, los datos. ;Como debes protegerlos?

= Andrés Calvo Medina, jefe del Area de Tecnologia de la Agencia Espafiola de Proteccién de Datos (AEPD)

= Esther Mufioz Fuentes, subdirectora general de Ciberseguridad, Proteccion de Datos y Privacidad de Madrid Digital

= Pablo Garrote, vocal de la Asociacion Profesional Espafiola de Privacidad (APEP) y abogado y DPO de Grupo IMQ

= Patricia Muleiro Antén , DPO y directora de la Unidad de Seguridad y Proteccion de Datos de la Clinica Universidad de
Navarra

= Pedro lvan Montes, director de Ciberseguridad y Redes (Ciso ) en Cofares

® Arexdata
R B = Simplificacion y unificacién de la seguridad IT e loT
Lili Lépez, Enterprise Security Sales Specialist Iberia, Akamai Technologies

La regulacion y la certificacion estan llamando a tu puerta. ;Estas preparado?
= Pablo Lépez, jefe del Area de Normativa y Servicios de Ciberseguridad del Centro Criptolégico Nacional (CCN)
= Vicente Gonzélez, cibersecurity expert de la Agencia de la Union Europea para la Ciberseguridad (ENISA)
16:45-17:30 = Andrés Ruiz, consejero de Ciberseguridad del Departamento de Seguridad Nacional (DSN)
y y = Antonio Grimaltos, técnico de la Oficina de Seguridad de la Informacién de la Conselleria de Sanitat de la Generalitat
Valenciana
= 0CC
= | ourdes Betegon, National Market Access Manager, Abbott Diabetes Care

17:30-17:45 LRFEGS

Me han atacado. ;Y ahora qué?

Continuidad de negocio y lecciones aprendidas tras un ciberataque

= Tomas Roy Catal3, director de la Agencia de Ciberseguridad de Catalufa

= Josep Bardallo, director de TI & CISO del Grupo Hospitalario Recoletas

= Enrique Rubio Manzanares, director de Area de Seguridad Digital y Continuidad en Segur Caixa, Adeslas
WA LT RS = Juan Diez, responsable del Sector Estratégico de Salud, Alimentacién e Investigacion de Incibe-CERT

Vision de las Fuerzas y Cuerpos de Seguridad

= Guardia Civil

= Miquel Angel Garcia Alvira, comisario de la Policia de la Generalitat-Mossos d’Esquadra

= Juan Maria Cabo Pimentel, jefe del Grupo de Ciberataques de la Unidad Central de Ciberdelincuencia de la Comisaria
General de Policia Judicial

* La solicitud de asistencia presencial es para miembros de las Fuerzas y Cuerpos de Seguridad, Administracién Publica y responsables de seguridad e IT
(CISO, CSO, RSE, RSI, CIO, DPO). Estas inscripciones estan sujetas a un proceso de aprobaciéon dado que el aforo sera limitado y restringido.



