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09:00-09:15 Bienvenida: Carmen Martínez de Pancorbo González, directora gerente en Hospital Universitario 12 de Octubre de Madrid
Inauguración

09:15-10:00 La alta dirección sanitaria ante el gran desafío 

10:00-10:30  Pablo Teijeira, Business & Marketing Advisor de BeDisruptive
 Medigate

10:30-11:15

El sector sanitario en la diana: una nueva gobernanza frente al aumento de ataques
 Iván Sánchez, Global CISO de Bupa
 Francisco Javier Ripoll Esteve, coordinador del Área de Informática del Instituto de Investigación Sanitaria de La Fe
 Mabel González Centenera, jefa de Servicio de Seguridad de los Sistemas de Información del Servicio Madrileño de 

Salud 
 Manuel Jimber, responsable de Seguridad de la Información del Servicio Andaluz de Salud
 Laura Prats Abadía, cyber risk manager de Relyens
 Javier Martínez Gilabert, director general de Informática y Transformación Digital de Región de Murcia

11:15-12:00
 La protección es necesaria. El servicio, imprescindible
Carlos Tortosa, director de grandes cuentas de ESET España

 CSA

12:00-12:30 DESAYUNO         Patrocinado por  

12:30-13:00  Procesia
 Commvault

13:00-13:45

Riesgos y oportunidades del Internet de las Cosas en el entorno sanitario
 Antonio Cerezo, Head of Cybersecurity de Sanitas Europe & Latam 
 Juan Luis Cruz, CIO del Hospital Universitario 12 de Octubre de Madrid
 Alberto Estirado, CIO de HM Hospitales
 Tomás Gómez, jefe del Área de Seguridad del Gobierno de La Rioja
 Carmen Serrano Durbá , subdirectora general de Ciberseguridad en Generalitat Valenciana

13:45-14:00
Nuevo Hospital 12 de Octubre: hacia la seguridad integral
Ignacio Paños, director de Seguridad. Subdirección de Gestión. Servicios Generales del Hospital Universitario 12 de 
Octubre de Madrid

14:00-14: 30
 Milestone Systems
 Ataques a infraestructuras sanitarias: un mal crónico que provoca muchas urgencias
Ignacio Rojo, Security Bussiness Unit Managing Director en DORLET 

14.30-15:30 COMIDA         Patrocinado por  

15:30-16.15

El recurso más valioso, los datos. ¿Cómo debes protegerlos?
 Andrés Calvo Medina, jefe del Área de Tecnología de la Agencia Española de Protección de Datos (AEPD)
 Esther Muñoz Fuentes, subdirectora general de Ciberseguridad, Protección de Datos y Privacidad de Madrid Digital
 Pablo Garrote, vocal de la Asociación Profesional Española de Privacidad (APEP) y abogado y DPO de Grupo IMQ
 Patricia Muleiro Antón , DPO y directora de la Unidad de Seguridad y Protección de Datos de la Clínica Universidad de 

Navarra
 Pedro Iván Montes, director de Ciberseguridad y Redes (Ciso ) en Cofares

16:15-16: 45
 Arexdata
 Simplificación y unificación de la seguridad IT e IoT
Lili López, Enterprise Security Sales Specialist Iberia, Akamai Technologies

16:45-17:30

La regulación y la certificación están llamando a tu puerta. ¿Estás preparado?
 Pablo López, jefe del Área de Normativa y Servicios de Ciberseguridad del Centro Criptológico Nacional (CCN)
 Vicente González, cibersecurity expert de la Agencia de la Unión Europea para la Ciberseguridad (ENISA)
 Andrés Ruiz, consejero de Ciberseguridad del Departamento de Seguridad Nacional (DSN)
 Antonio Grimaltos, técnico de la Oficina de Seguridad de la Información de la Conselleria de Sanitat de la Generalitat 

Valenciana
 OCC
 Lourdes Betegón, National Market Access Manager, Abbott Diabetes Care

17:30-17:45  Izertis

17:45-18:45

Me han atacado. ¿Y ahora qué? 

Continuidad de negocio y lecciones aprendidas tras un ciberataque
 Tomás Roy Catalá, director de la Agencia de Ciberseguridad de Cataluña
 Josep Bardallo, director de TI & CISO del Grupo Hospitalario Recoletas
 Enrique Rubio Manzanares, director de Área de Seguridad Digital y Continuidad en Segur Caixa, Adeslas
 Juan Díez, responsable del Sector Estratégico de Salud, Alimentación e Investigación de Incibe-CERT

Visión de las Fuerzas y Cuerpos de Seguridad 
 Guardia Civil
 Miquel Ángel García Alvira, comisario de la Policia de la Generalitat-Mossos d’Esquadra
 Juan María Cabo Pimentel, jefe del Grupo de Ciberataques de la Unidad Central de Ciberdelincuencia de la Comisaría 

General de Policía Judicial

18:45 Clausura

* La solicitud de asistencia presencial es para miembros de las Fuerzas y Cuerpos de Seguridad, Administración Pública y responsables de seguridad e IT 
(CISO, CSO, RSE, RSI, CIO, DPO). Estas inscripciones están sujetas a un proceso de aprobación dado que el aforo será limitado y restringido. 


